CORPORATE GOVERNANCE & COMPLIANCE / CASE STUDY

Huntswood + Trustd MTD

HYH

HUNTSWOOD

SECTOR:

Corporate Governance
& Compliance

MOBILITY SETUP:
COPE

DEVICES:
i0S

KEY RESULTS:

A comprehensive
mobile security
solution that protects
hybrid workers from
compromised WiFi and
mobile phishing.
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MOBILE PROTECTION FOR HYBRID WORKING

Huntswood has been on mobile devices. It needed
providing blended to ensure that when staff
resourcing, outsourcing and were out and about, they
advisory solutions across were not connecting to
regulated markets for 25 compromised WiFi networks
years. Like many and were protected against
organisations, Huntswood attacks that put business
has become heavily reliant data at risk.

"As Technology Director | have to ensure that the the
company is protected, no matter what devices my
colleagues are using."

KIRK CROAL, Technology Director

The technology team was keen for employees to be informed if
they encountered threats to their mobile devices, such as
compromised WiFi networks. It was important that
administrators could see whether mobile users had been
alerted to the threats they encountered and remediated them.

A PERFECT FIT

Impressed by Traced's customer focus, and passion for
creating a simple-to-use security product that makes a real
difference, Huntswood determined Traced's MTD to be a
perfect fit, in terms of culture, price and product.

"We looked across the market and found very generic
offerings, with limited functionality, but with Traced |
found the missing piece of the jigsaw for our mobile
devices."

KIRK CROAL, Technology Director

PAVING THE WAY FOR BYOD

Huntswood rolled out Trustd to all company-owned mobile
devices. Trustd's privacy-first ethos ensures seamless, full
adoption, and paves the way to implementing a secure,
sustainable BYOD mobility strategy in the near future.
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